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Course Alignment Matrix
Originating College: Collin College
Course Title: Linux+ Part #2
Course Number: LNX102
Recommended Text/Materials:

Eckert, J. (2012). Linux+ guide to linux certification. (3rd ed.). Boston, MA: Course Technology. ISBN 978-1-4188-3721-1
	Competencies (these can be from the institution, national standards, industry standards, etc.)
	Lesson(s)/Chapters presented & assessed
	Resources & Development Ideas (Optional - this column is helpful when the document is used as a course design worksheet for new development)

	1. Shells, Scripts and Data Management
	Chapter 1
	

	2. User Interfaces and Desktops
	Chapter 2
	

	3. Administrative Tasks
	Chapter 3 & 4
	

	4. Essential System Services
	Chapter 5
	

	5. Networking Fundamentals
	Chapter 6
	

	6. Security
	Chapter 7
	


	Lesson/ Chapter
	Readings & Topics
	Lesson Objectives
	Assessment & Points
	Competencies/Learning Outcomes

	1
	Title:  Shells, Scripts & Data Management
	1. Customize and use the shell environment.
2. Create and modify shell scripts.
3. Use SQL commands to manage data.
	1. Homework for Module 1 - 20

2. Discussion 1 - 10

3. Labs 11a, 11b and 12- 40

4. Quiz Module 1 - 40
	Labs: 11a, 11b and 12

Discussion Question 1: 2

HW: 1 

Quiz: 1-3



	2
	Title:  Desktop & User Interface
	1. Configure components that make up the X Window System. 
2. Configure the Display Manager. 
3. Configure accessibility features available in Linux.

	1. Homework for Module 2 - 20

2. Discussion 2 - 10

3. Labs 1 and 2– 40

4. Quiz Module 2 - 40
	Labs: 1 and 2

Discussion Question 2: 1, 2

HW: 1, 2, 3 

Quiz: 1-3



	3
	Title:  Users & Groups
	1. Create and manage user and group accounts. 
2. Identify and apply best practices when working with user and group accounts.

	1. Homework for Module 3 - 20

2. Discussion 3 - 10

3. Lab 3 and 9 (task 2) – 40

4. Quiz Module 3 - 40
	Discussion 3: 2

Lab: 3 and 9 (task 2)

HW: 2

Quiz: 1 - 2

	4
	Title:  Administrative Tasks
	1. Create and manage tasks. 
2. Customize localization and internationalization. 
3. Modify time zone settings.

	1. Homework for Module 4 - 20

2. Discussion 4 - 10

3. Labs 5 and 6 – 40

4. Quiz Module 4 - 40
	Discussion 4: 1

Labs: 5 and 6

HW: 1, 2

Quiz:1-3

	5
	Title:  Essential System Services
	1. Configure Network Time Protocol to maintain system time. 
2. Describe system logging.
3. Discuss the Mail Transfer Agent.
4. Install and manage a printing environment. 

	1. Homework for Module 5 - 20

2. Discussions 5 & 6 - 20

3. Labs 4a, 4b, 4c, 7a, and 7b – 40

4. Quiz Module 5  - 40
	Labs: 4a, 4b, 4c, 7a, and 7b

Discussion Topic 5 & 6: 2, 4

HW: 1, 3, 4

Quiz: 1 - 4

	6
	Title:  Networking Fundamentals
	1. Identify the fundamentals of Internet protocols.
2. Describe and set up basic network configuration.
3. Configure DNS on a host. 
4. Identify and use basic network tools for troubleshooting.

	1. Complete Homework for Module 6 - 20

2. Discussions 7 & 8 - 20

3. Lab 6 and 9 (task 3)– 40

4. Quiz Module 6 - 40
	Labs: 6 and 9 (task 3)

Discussion Topic 7 & 8: 2, 3

HW: 2, 4

Quiz: 1 - 4

	7
	Title:  Security
	1. Perform security administration tasks.
2. Configure security on a host. 
3. Identify tools and technologies used to encrypt data to ensure network security. 

	1. Homework for Module 7 - 20

2. Discussions 9 & 10 - 20

3. Labs 9 (task 1, 4, 5), 10a and 10b – 40

4. Quiz Module 7 – 40
	Labs: 9 (task 1, 4, 5), 10a and 10b

Discussion Question 9 & 10: 2, 3

HW: 2, 3

Quiz:1 - 3

	
	Discussion Topics  (see separate doc for more details)
	1. Scripting

2. X Window System / Display Manager

3. Groups

4. Task Management

5. Logging
6. Printing

7. Basic Network Configuration

8. Client DNS Configuration
9. Host Security

10. Encryption
	10 topics – 10 points each
	


Grade/Points

[image: image3.emf]Assessment Number Points per Total points

Discussions 10 10 100

Assignments 7 20 140

Labs sets 7 40 280

Assessments 7 40 280

MidTerm Exam 1 100 100

Final Exam 1 100 100

Course points 1000

90% A 900 1000

80% B 800 899

70% C 700 799

60% D 600 699

F 0 599

Grading Scale
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		Assessment		Number		Points per		Total points

		Discussions		10		10		100

		Assignments		7		20		140

		Labs sets		7		40		280

		Assessments		7		40		280

		MidTerm Exam		1		100		100

		Final Exam		1		100		100

						Course points		1000

				Grading Scale

		90%		A		900		1000

		80%		B		800		899

		70%		C		700		799

		60%		D		600		699

				F		0		599






