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Course Description: As outlined in the syllabus, the primary focus of the CISCO 4 (Connecting Networks) course is on accessing wide area networks (WAN). The goal is to develop an understanding of various WAN technologies to connect small- to medium-sized business networks. The course introduces WAN converged applications and quality of service (QoS). It focuses on WAN technologies including PPP, Frame Relay, and broadband links. 
WAN security concepts are discussed in detail, including types of threats, how to analyze network vulnerabilities, general methods for mitigating common security threats and types of security appliances and applications. The course then explains the principles of traffic control and access control lists (ACLs) and describes how to implement IP addressing services for an Enterprise network, including how to configure NAT and DHCP. IPv6 addressing concepts are also discussed. 
During the course, students will learn how to use Cisco Router and Security Device Manager (SDM) to secure a router and implement IP addressing services. Finally, students learn how to detect, troubleshoot and correct common Enterprise network implementation issues.
· Meets industry standards and needs (Identify relevant Industry Standards and Needs: technical, personal and interpersonal).

· “Best in Class,” nationally portable, one-year certificate programs that are in demand by workers and employers.

· Can be disseminated quickly and widely to community colleges throughout the United States.

Evaluation Criteria:  Using a scale of 1-low; 2-medium and 3-high, rate this course for how it: (A) meets industry standards and needs; (B) fits into a “Best in Class” nationally-portable, one-year certificate program; and (C) can be disseminated quickly and widely across the nation. 

Evaluation:

A. Meeting Standards and Needs:  

The CISCO 4 (Connecting Networks) course consists of ectures, classroom discussions, and other active learning exercises will be delivered face-to-face in a tradition classroom setting, but with computer stations for each student so that electronic resources are available. The course materials and out-of-class activities and assignments (e.g., syllabus, readings, laboratory exercises, and homework) will be posted on a course management system. The Cisco Networking Academy site will be utilized for the readings and labs. Homework results and other reports are expected to be submitted electronically for the instructor review via the course management system. Laboratory exercises are computer enhanced. Quizzes will be administered using on-line testing software.  (Overall rating:  3) 
Designed similarly to three of the four CISCO courses, this course is “technically” exceptional, exceeding industry standards and needs.  (Technical rating:  3)
On a “personal” note, this course’s hybrid format allows students to both learn in from top-notch instructors in the traditional lecture classroom and hands-on lab and to learn from a wide spectrum of peers in the NETACAD on-line virtual environment.  The course syllabus notes a lot of “hands-on” classroom learning and testing and students will be required to implement and perform trouble-shooting.  In addition to identifying and configuring, students are required to investigate and debug networks, which requires a higher order of learning and skill development.  (Personal rating:  3)   
[bookmark: _GoBack]As outlined in the other CISCO courses, students are required to come to class prepared and ready to participate and instructed that quality preparation and participation will have a positive impact on their grade.  Therefore, students not only be ready by having a solid grasp of the information covered in readings and other assignments; and an ability to analyze information and issues critically; but also have a willingness to present their opinions and to listen to others.  Input from all class members is required, meaning the students must engage in this course.  (Interpersonal rating:  3)

B. “Best in Class” Evaluation:

This course meets the “best in class” standard. The syllabus also outlines an extra-credit mechanism, allowing students to earn value-added points during the semester through special projects and assignments; attendance of supplementary lectures of field trips or other activities that might be proposed by the class members, themselves.  (“Best in Class” rating:  3)


C. Dissemination Factors:  

Believe dissemination, through the use of the NETACAD on-line learning environment is laudable.  Only concern is that every location has suitable equipment on-hand for all students to complete the complex in-class activities.  (Overall rating:  2)


Overall Synopsis:  

The components I review included the Curriculum Toolkit Course Syllabus, the Cyber Technology Certificate (Course Information, Learning Outcomes and Assessment) document and Lesson Plans (heretofore not included in the previous CISCO course reviews.  Everything reviewed looks to be well thought-out and very detailed.  As mentioned twice previously, the one component I questioned was the assessment distribution, with little of the overall grade determined at the end of the course.  




