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Course Description:  There seems to be some confusion as to what the description of this course—Core Skills for Computing Professionals 3—is supposed to be.  As noted with the CSCP2 course, the AACC syllabus is largely incomplete.  However, there are several versions of the “Core Skills 3” syllabus from NorthWest Arkansas Community College.  The description of each is very different—read below.  

This course teaches students to present information and ideas about computer networking effectively in various contexts and formats, both written and oral. Students will be able to apply mathematics in context, using appropriate problem-solving skills to choose and manipulate formulas, perform operations on mathematical structures, and use number systems. Students will learn how to read, analyze, and utilize technical documents such as network diagrams, symbols, and acronyms commonly used in computer networking. The course will help students design physical and logical computer networks, analyze computer networks to identify failure points and propose solutions to repair the network, and evaluate, interpret, and discuss current technologies and industry trends within a global context.

This course teaches students to present information and ideas about computer networking effectively in various contexts and formats, both written and oral. Students will organize schedule for upcoming day and week using a calendar. They will demonstrate the ability to secure personal and professional information, and recognize the criteria used in determining security clearances. Students will learn key elements of professional image, review resume types, and prepare for job search and interviews.

So, the question is if this is a more technical course or one that is supposed to teach soft skills to the learner to better position themselves in the workplace?  Somewhat unclear from the materials in the drop box folder.  This evaluation will be based on the latter—the softer skills to prepare the learner for the workplace.

Evaluation Criteria:  Using a scale of 1-low; 2-medium and 3-high, rate this course for how it: (A) meets industry standards and needs; (B) fits into a “Best in Class” nationally-portable, one-year certificate program; and (C) can be disseminated quickly and widely across the nation. · Meets industry standards and needs (Identify relevant Industry Standards and Needs: technical, personal and interpersonal).

· “Best in Class,” nationally portable, one-year certificate programs that are in demand by workers and employers.

· Can be disseminated quickly and widely to community colleges throughout the United States.









Evaluation:

A. Meeting Standards and Needs:  

Considering that both Industry and Government are currently facing a significant skills gap for Cybersecurity professionals, increased need for a common core of Cybersecurity skills is at a premium.  While the learning objectives and goals of this course are laudable, I cannot determine if, as written, this course would meet the standards and needs.  The one module present for evaluation on Security Clearances is minimal and does not fully describe either the Government program or process.  Having held a Top Secret and above clearance for over 30 years, I judge that what is presented is minimalist, at best, and does not meet the needs of the learner. (Overall rating:  1) 

Along with the confusion surrounding the course description, it appears that there is a move to make this an in-residence/online course to fully online.  While doing so makes the program more portable, I am not convinced teaching this curriculum is well suited for an online format.  At least, not without some creative thinking.  Other than a few slides on “security clearances” did not find other class support materials. (Technical rating:  1)

As noted, I am not sure that this material lends itself well to online instruction.  For instance, there is a great difference between studying about how to present oneself in a job interview and actually having students come in and “practicing” the job interview process.  Having been involved in some of this instruction myself, one technique is to actually video record mock interviews and then have the student see how he or she performed.  Lessons learned from this process are much more effective than learning about techniques online.  (Personal/Interpersonal ratings:  1)


B. “Best in Class” Evaluation:

As written, and until it is clear what the course content actually is, this is not a “Best in Class” course.  It could be, if materials completed and innovative approaches employed  (“Best in Class” rating:  1)


C. Dissemination Factors:  

Once standardized and a determination made as to delivery, this course could be disseminated.  Through either a combination of online (virtual) and in-residence components or (with creative thinking) a totally online version could be useful.  (Overall rating:  1)


Overall Synopsis:  

The idea of a course such as this, teaching cybersecurity professionals how to position themselves in the marketplace and/or prepare themselves for Government opportunities, is needed.  With the materials present, difficult to determine if this course (as written) meets this need.  



