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Course Description:  This National STEM Consortium (NSC) Security + course teaches the learner about the current risks and threats to an organization's data, together with ways to safeguard critical electronic assets, including network services, devices, traffic and data.  The course is meant to develop a foundation to prepare for further study in other specialized security fields and partially addresses the core material of the CompTIA Security+ exam objectives. This is the second course in a two-course series with the first course being CSI-164A: Network Security Fundamentals Part 1.  
· Meets industry standards and needs (Identify relevant Industry Standards and Needs: technical, personal and interpersonal).

· “Best in Class,” nationally portable, one-year certificate programs that are in demand by workers and employers.

· Can be disseminated quickly and widely to community colleges throughout the United States.

Evaluation Criteria:  Using a scale of 1-low; 2-medium and 3-high, rate this course for how it: (A) meets industry standards and needs; (B) fits into a “Best in Class” nationally-portable, one-year certificate program; and (C) can be disseminated quickly and widely across the nation. 

Evaluation:

A. Meeting Standards and Needs:  

Considering that both Industry and Government are currently facing a significant skills gap for Cybersecurity professionals, increased need for a common core of Cybersecurity skills is at a premium.  Based on an evaluation of this material and what exists through other institutions, I evaluate this Security + course meets the standards and needs of the potential learner.  (Overall rating:  2) 

Technically, this course content appears to be in keeping with standards that exist in other curriculum.  Learners will need to access to adequate computer systems for on-line labs and studies.  (Technical rating:  2)

This course is delivered face-to-face via traditional lecture and hands-on lab format with an online supplemental component.  It meets the standard for personal and interpersonal attributes.  (Personal/Interpersonal rating:  2)   

B. “Best in Class” Evaluation:

As written, the Security + courses outline states that students are expected to have access to the Internet and understand how to use the AACC web-based course management system ANGEL.  No problem, unless all of the students from the ten schools in the consortium schools have problems accessing the system.  (Overall rating:  2)


C. Dissemination Factors:  

Like evaluating the portability issue, the ability to disseminate this course “quickly and widely” is largely determined by the method by which it will be made available to consortium partners—either on-site hosting or cloud-based.  As mentioned in the “best in class” category, need to ensure that a wider range of users could gain access to the AACC web-based course management system.  This would be the only issue I can see in disseminating this program widely across the nation.  (Overall rating:  2)


Overall Synopsis:  

It appears that quite a bit of work has gone into the development of this course.  Lesson plans and presentation slides all complete, with exception is listing the finalized course URL.  It is very detailed and appears to consist of all of the components necessary to ensure the learner achieves the intended outcomes.  



