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Health IT Infusion into Bellevue College Associate Degree Nursing Program
Health IT Module Content for NURS 102Y


Health Program Course Information
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Nursing Skills Lab NURS 102Y Summary
The Nursing Skills Lab (Nurs 102Y) (1 credit or 22 hours) is a continuation of N101Y and provides a base of knowledge and psychomotor skills that are common to the practice of nursing in acute care settings.  General principles underlying psychomotor skills or nursing procedures are emphasized.  Students are to implement and adapt performance to ensure compliance in diverse health care settings by adhering to agency policies and/or procedures.  In addition, nursing skills lab integrates the following concepts:  application of the nursing process, standard precautions, consideration of client uniqueness and rights, professional interactions, ongoing client teaching, legal implications, risk-benefit considerations, cost-effectiveness, health information technology security, patient privacy and documentation to provide safe and effective patient care. 
Nursing Skills Lab NURS 102Y Learning Objectives
At the completion of this course the student should be able to:
· Discuss the indications for and the care of the patient with an enteral tube
· Demonstrate correct insertion technique of a NG tube 
· Discuss the indications and care of the patient with an ostomy
· Demonstrate correct care of a patient with an ostomy, including changing an ostomy appliance
· Discuss the indications and care of the patient with an artificial airway
· Demonstrate correct suctioning and trach care technique 
· Discuss the elements of and the need for Ventilator Bundle
· Demonstrate correct set-up, care of, assessment of patients with chest drainage systems 
· Demonstrate the correct technique for inserting an Intravenous Line
· Discuss the types of, indications for and care of patients with central venous access devices
· Discuss current issues regarding privacy, security and ethics when using health information systems

Nursing Skills Lab NURS 102Y Topics
· Nasogastric (NG) Tube and Care of Ostomy 
· Tracheostomy Care and Suctioning and Naso/oropharyngeal Suctioning
· Thoracic Drainage (Set-up, care of, assessment of chest tubes) 
· Starting an Intravenous Line
· Central Venous Access Devices
· Health IT Module: Privacy, Security and Ethics

Core Materials 
Program Specific Course Textbooks:
Wilkinson, J.M., & Treas. L.S. (2011). Fundamentals of Nursing, 2nd Edition, & Accompanying Skills Videos. Philadelphia: F.A. Davis Company. IISBN-13: 978-0-8036-2718 or ISBM-10:0-8036-2718-1
Jarvis, C. (2011) Physical Examination and Health Assessment Text and Physical Assessment and Health Assessment Online Video Series, Version 2. (User Guide and Access). 6th Ed. St. Louis; Mosby-Elsevier Inc. 

Materials for Health IT Content 
Ludlow, J. (2013) PowerPoint Lecture: Health Information Technology Module: Privacy, security, ethics. 
U.S. Department of Health & Human Services Office for Civil Rights (no date). Privacy, security, and electronic health records retrieved July 9, 2013 from http://www.hhs.gov/ocr/privacy/hipaa/understanding/consumers/privacy-security-electronic-records.pdf
Flyer for consumers describing privacy laws for electronic health information. 
U.S. Department of Health & Human Services. (no date) Communicating with a Patient’s Family, Friends, or Others Involved in the Patient’s Care. Retrieved July 9, 2013 from http://www.hhs.gov/ocr/privacy/hipaa/understanding/coveredentities/provider_ffg.pdf
Flyer for providers that explains the HIPAA rules about patient privacy.
American Nurses Association. (2013) ANA Health Information Technology Resource Toolkit for Nurses as Consumers. Retrieved July 9, 2013 from http://www.nursingworld.org/DocumentVault/NewsAnnouncements/Health-Information-Technology-Resource-Toolkit.pdf
A guide for nurses that provides information about how to access and manage personal health information in an electronic format
Video Links for Health IT Content
USovHHSOCR. (March 28, 2012) Electronic Health Records: Privacy and Security retrieved July 9, 2013 from http://www.youtube.com/watch?v=SMUFa5amPKs&list=PLACD9536723837201
A video explaining patient’s privacy rights under HIPAA privacy and security rules.
USGovHHSOCR. (February 16, 2012) Communicating with Family, Friends, and Others Involved in Your Care retrieved July 9, 2013 from http://www.youtube.com/watch?v=om2IPAcADas&list=PLACD9536723837201
A video explaining how health information is shared with family and friends under the HIPAA privacy and security rules.
Healthcare Scene. (March 2013) HIPAA Omnibus Rule by Rita Bowen retrieved July 9, 013 from http://www.youtube.com/watch?v=2NoLslPrBoM&list=PLNoGlaOHbDm2YSCh4Nyt-hZPjdZgLmQ_Z
An interview with Rita Bowen which discusses the details of the new HIPAA Omnibus rule
Panchadsaram , P. (May 27 2013) TedMed talk: Empowering patients through information design retrieved July 9, 2013 from  http://www.youtube.com/watch?v=7Mv8UzJlUtw&feature=youtu.be
Links for Health IT Content 
University of Miami Miller School of Medicine. (2006) Privacy Data Protection Project: HIPS series- protecting your computer. Retrieved July 9, 2013 from http://privacy.med.miami.edu/hips/hips_security_computers.htm
University of Miami Miller School of Medicine. (2006) Privacy Data Protection Project: HIPS series- protecting your computer quiz. Retrieved July 9, 2013 from http://privacy.med.miami.edu/hips/hips_security_computers_quiz.htm
A free online learning module that teaches who to keep computer information secure.

Health IT Content
Tips for Instructor on How to Infuse the Following Content into the Course Above
Nursing students receive training in HIPAA routinely as part of their orientation to their clinical rotations. This module offers more depth to the issues of security and privacy when working with health information technology (HIT). In addition, nursing students are introduced to the ethical challenges that can arise when working with HIT.  This module is best presented once students have been to a clinical agency orientation and have received the facility’s HIPAA training. Students are encouraged to share situations they have witnessed where health information data has not been protected or the ANA code of ethics has been violated to make the course content more relevant.  
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Health IT Module Learning Objectives
1. Identify ways to maintain patient privacy and confidentiality of patient information in the hospital setting when using health information technologies
2. Discuss security measures used to prevent data breaches and ensure security of patient information 
3. Discuss the effect of HIPAA,  the Omnibus ruling and other legislation on patients’ rights as they pertain to health care information in the electronic setting
4. Discuss ethical challenges brought about by the use of health information technology and electronic medical records
5. Discuss the role of the nurse in ensuring patient privacy, confidentiality and security of the patient’s personal health information  
Health IT Module Topics
Patient Privacy and Confidentiality
Data Security
Patient’s Rights and Health Information Technology.
Nursing Ethics and the Use of Health Information Technology
The Role of the Nurse in Privacy, Confidentiality and Security of Patient Information


Health IT Module:
Topics, Descriptions and Objectives
Patient Privacy and Confidentiality 
Nursing students receive HIPAA training during orientation to their clinical facilities, however, this topic provides a more in depth look at issues regarding privacy and confidentiality when using electronic documentation and health IT, including the challenges faced with accessible systems.
	Objectives
	Material 

	1. Identify ways to maintain patient privacy and confidentiality of patient information in the hospital setting when using health information technologies.
	PowerPoint Lecture :Health Information Technology Module: Privacy, security, ethics. 
READ before class:
U.S. Department of Health & Human Services. (no date) Communicating with a Patient’s Family, Friends, or Others Involved in the Patient’s Care
American Nurses Association. (2013) ANA Health Information Technology Resource Toolkit for Nurses as Consumers. 
Videos:
USGovHHSOCR. (March 28, 2012) Electronic Health Records: Privacy and Security  
USGovHHSOCR. (February 16, 2012) Communicating with Family, Friends, and Others Involved in Your Care retrieved 
Activity 1— Electronic health records and privacy






Data Security 
Students are introduced to data security concepts, including methods used in hospitals to keep patient electronic data secure and ways they can keep data secure. 
	Objectives
	Material

	2. Discuss security measures used to prevent data breaches and ensure security of patient information 

	PowerPoint Lecture :Health Information Technology Module: Privacy, security, ethics. 
Online Module:
University of Miami Miller School of Medicine. (2006) Privacy Data Protection Project: HIPS series- protecting your computer. Retrieved July 9, 2013 from http://privacy.med.miami.edu/hips/hips_security_computers.htm
University of Miami Miller School of Medicine. (2006) Privacy Data Protection Project: HIPS series- protecting your computer quiz. Retrieved July 9, 2013 from http://privacy.med.miami.edu/hips/hips_security_computers_quiz.htm
Activity 2— Security and You


Patient’s Rights and Health Information Technology.
Health care providers and nursing students tend to think HIPAA is all about NOT sharing information about patients, but this topic explores the rights HIPAA gives patients over their information, not only in keeping it secure, but also ensuring patient access to their information and their right to share it the way they want to. 


	[bookmark: _GoBack]Objectives
	Material

	3. Discuss the effect of HIPAA and other legislation on patients’ rights as they pertain to health care information in the electronic setting

	PowerPoint Lecture :Health Information Technology Module: Privacy, security, ethics. 
Video:
Healthcare Scene. (March 2013) HIPAA Omnibus Rule by Rita Bowen 
Activity 3— OMNIBUS Ruling 


Nursing Ethics and the Use of Health Information Technology
In this topic, students are introduced to scenarios where HIPAA and patients’ rights have been have been violated and their personal health data has been breached. Students evaluate these situations in the context of nursing ethics to better understand that respecting patient privacy is more than just the legal thing to do, but the ethical thing for nurses to do. 
	Objectives
	Material

	4. Discuss ethical challenges brought about by the use of health information technology and electronic medical records

	PowerPoint Lecture :Health Information Technology Module: Privacy, security, ethics. 
Nursing Code of Ethics:
American Nurses Association. (2011) Nursing Code of Ethics. 



The Role of the Nurse in Privacy, Confidentiality and Security of Patient Information
This topic summarizes and reviews the content in all of the other parts of this module and provides nursing students with a beginning understanding of their role in patient privacy in an environment of fast changing health information technology.  
	Objectives
	Material 

	5. Discuss the role of the nurse in ensuring patient privacy, confidentiality and security of the patient’s personal health information  

	PowerPoint Lecture: Health Information Technology Module: Privacy, security, ethics. 
Toolkit for nurses as consumers:
American Nurses Association. (2013) ANA Health Information Technology Resource Toolkit for Nurses as Consumers. 


Learning Activities/Assignments
Activity 1— Electronic health records and privacy
View the video:
Notice of privacy practices HHS Video
http://www.youtube.com/watch?v=SMUFa5amPKs&list=PLACD9536723837201

After viewing the video, answer the questions:

1. Methods providers use to protect electronic patient information include (choose all that are correct)
a. *Password protection
b. *Encryption
c. *Audit trail software
d. Video surveillance
Feedback: Information on this topic can be found in the HHS Notice of Privacy Practices Video
Correct: A, B, C are all ways to control information in an electronic format.
Incorrect: D video surveillance may be used as a physical safeguard, however it doesn’t directly affect information access issues. 
Objectives to which this item maps: Objective #1, #2, #5
2. If patients think their privacy has been violated what can they do?
a. *File a complaint with the Office of Civil Rights
b. Call 911
c. *Report it to their insurance company
d. *Report it to their hospital
Feedback: Information on this topic can be found in the HHS notice of Privacy Practices Video 
Correct: A, B, D all of these agencies are equipped to handle a complaint, and the “covered entities” (doctor, hospital) are required to report any breach of secure information
Incorrect : C -- 911 is an emergency only number
Objectives to which this item maps: Objective #1, #2, #3, #5
3. True or False? All forms of patient health information privacy is protected by HIPAA, electronic and paper
a. True*
b. False
Feedback: Information on this topic can be found in the HHS notice of Privacy Practices Video 
Correct: True The HIPAA ruling was originally designed before health information become electronic, and has been adapted to the changing environment of HIT (ie_: OMNIBUS ruling)
Incorrect: False, whether on paper or electronically private health information is treated the same
Objective to which this item maps: Objective #1
View the video:
Patient’s right to share information with family:
http://www.youtube.com/watch?v=om2IPAcADas&list=PLACD9536723837201

After viewing the video, answer the questions:
4. True or False? Patients have the right to request that their medical information is not shared with their family members.
a. *True
b. False
Feedback: Information on this topic can be found in the HHS notice of Privacy Practices Video
Incorrect: false 
Correct: True. HIPAA allows patient information to be shared with family under certain circumstances unless the patient has indicated otherwise. It is a patient’s right to request information NOT be shared with specific family or friends. 
Objective to which this item maps: Objective #1, #3, #5
5. True or False? Unless otherwise requested not to, a surgeon is able to discuss the results of surgery with a patient’s family.
a. *True
b. False
Feedback: Information on this topic can be found in the HHS notice of Privacy Practices Video
Incorrect False
Correct: true, under most circumstances, a surgeon can share information with a patient’s immediate family if it is relevant. 
Objective to which this item maps: Objective #1, #2, #5
6. A patient has requested his health information is not to be shared with his mother and opted out of the patient directory during his admission. The nurse answers a call from the patient’s mother and the patient’s mother asks, “How is my son doing?” What can or should the nurse do?
a. Can tell the family member a general update
b. Should not share any medical information with the family member*
c. Should ask the doctor to talk to the family member
d. Should transfer the call to the patient’s room.
Feedback: Information on this topic can be found in the HHS notice of Privacy Practices Video
Incorrect :A- the patient’s request to not share with this person is that patient’s right and the nurse must follow it., C- the physician can also not share the information, D- if the patient opt-ed out of the directory, he may not want anyone to know he’s in the hospital and the nurse might violate his privacy by transferring the call. 
Correct: B -- the nurse should not share any information with the mother. 
Objective to which this item maps: Objective #1, #3, #4, #5
Activity 2— Security and You
Review the following modules and quizzes. Which questions did you miss? 

Review this short online lesson: HIPS Series Protecting your computer module:
	
http://privacy.med.miami.edu/hips/hips_security_computers.htm

And then complete the quiz, located here:
http://privacy.med.miami.edu/hips/hips_security_computers_quiz.htm
Feedback: Information on this topic can be found in the assigned online modules 
Objective to which this item maps: Objective #2
Activity 3— OMNIBUS Ruling 
Watch the video:
http://www.youtube.com/watch?v=2NoLslPrBoM&list=PLNoGlaOHbDm2YSCh4Nyt-hZPjdZgLmQ_Z
Answer the following questions:
1. What are some of the challenges “covered entities” will face with this ruling?
 Suggested response: Students should be able to discuss that the ruling has very general rules, but no specific ways to implement it, how to ensure business partners are HIPAA compliant, how to track information as it is released to entities.
2. What is the role mitigation will play in the fines and penalties of this ruling?
Suggested response: Students should identify that entities should show efforts to mitigate the cause of the violation, a much higher penalty will be enforced if they show “willful disregard” for patient privacy
Feedback: Information on this topic can be found in the assigned video.
Objective to which this item maps: Objective #2, #3, #5
Discussion Questions
1.  In class discussion -- Ethics
In class discussion, group activity: review of case studies highlighting ethics/security issues involving EHRS and discuss the types of data breaches and ethics violations they represent 

Directions to instructor:
Resources needed: recent list of data breaches from http://www.privacyrights.org/data-breach
Search for:
“MED Healthcare- Medical Providers” breaches within the last 2-3 years and choose a several cases (depending on class size), break class into small groups and have them discuss the cases:
· What type of data breach occurred (based on PPT lecture slide #9)?
· Unintended disclosure 
· Payment Card Fraud
· Hacking or malware
· Insider
· Physical loss
· Portable device
· Stationary device
· Unknown or other

· What were the consequences? 
Those can vary based on the case, fines, loss of jobs, etc
· Why is it unethical? Generally most of these cases violate the following two parts of the ANA code of ethics:
· The nurse, in all professional relationships, practices with compassion and respect for the inherent dignity, worth and uniqueness of every individual, unrestricted by considerations of social or economic status, personal attributes, or the nature of health problems. 
· The nurse promotes, advocates for, and strives to protect the health, safety, and rights of the patient. 
· What can be done to prevent this from happening again?
Students should come up with creative ideas that include education for staff and security safeguards (technical, administrative, physical) 
Feedback: Information on this topic can be found in ANA Nursing Code of Ethics, powerpoint slides 5, 6, 7, 14
Objective to which this item maps: Objective #2
2. In class discussion-- Witnessed HIPAA Violations or Near Misses

Some examples students may see in clinical or in their workplaces if they work in healthcare:
	
Most commonly, nurses not logging out of computer, letting other people use their log ins, talking about patients in public spaces, bring home patient information (notes, “brains” etc), small scale “snooping” and viewing family medical records
Feedback: Information on this topic can be found in the student’s own experiences in the clinical setting. PowerPoint Slide #1
Objective to which this item maps: Objective #2
Optional Resources
For more information about patient information privacy, confidentiality and security:

Centers for Medicare and Medicaid Services:
http://www.cms.gov/Regulations-and-Guidance/HIPAA-Administrative-Simplification/HIPAAGenInfo/index.html

Office of the National Coordinator for Health IT:
For providers:
http://www.healthit.gov/providers-professionals/ehr-privacy-security
For patients:
http://www.healthit.gov/patients-families/protecting-your-privacy-security

Health and Human Services/Office for Civil Rights:
http://www.hhs.gov/ocr/privacy/hipaa/understanding/index.html

National Library of Medicine/National institutes of health: 
http://www.nlm.nih.gov/hsrinfo/electronic_health_record.html

HIPAA enforcement cases:
http://www.hhs.gov/ocr/privacy/hipaa/enforcement/examples/allcases.html
Assessment Questions
1. Which of the following is true of the electronic health record compared to paper records?
a. It makes it easier to keep information secure
b. It makes it more difficult to keep information secure
c. *Both have different security and privacy issues
d. Both are completely secure ways to maintain patient information
Correct: C Medical records are challenging to keep secure in either form
Incorrect A, B, D neither are completely secure and the nurse must maintain vigilance in an system 
Feedback: Information on this topic can be found in PowerPoint slide #3
Objective to which this item maps: Objective #1, #2
2. A nurse is caring for an acute pancreatitis patient in the ICU, unconscious and ventilated.  His mother who has been visiting asks how his alcohol withdrawal protocol is going. What should the nurse say? 
a. “Great! The versed drip is keeping his symptoms under control”
b. *“I can only talk to you about his current condition we are treating him for, his pancreatitis”
c. “I cannot tell you anything about your son’s condition”
d. “you’d better ask his doctor about that”
Correct: B unless otherwise noted by the patient, if the patient is unable to express his wishes about who knows what information, the provider can only share relevant information about the current condition being treated
Incorrect: A, C, D Physicians and nurses are both held to the same HIPAA standards and must reveal information based on that
Feedback: Information on this topic can be found in the before class reading Flyer for consumers describing privacy laws for electronic health information. 
U.S. Department of Health & Human Services. (no date) Communicating with a Patient’s Family, Friends, or Others Involved in the Patient’s Care. 
USGovHHSOCR. (February 16, 2012) Communicating with Family, Friends, and Others Involved in Your Care retrieved July 9, 2013 from http://www.youtube.com/watch?v=om2IPAcADas&list=PLACD9536723837201
U.S. Department of Health & Human Services Office for Civil Rights (no date). Privacy, security, and electronic health records retrieved July 9, 2013 from http://www.hhs.gov/ocr/privacy/hipaa/understanding/consumers/privacy-security-electronic-records.pdf
Objective to which this item maps: Objective #1, #3, #4, #5
3. Which of the following is NOT typically used to categorize types of security safeguards?
a. administrative safeguards
b. *complacent safeguards
c. physical safeguards
d. technical safeguard
Correct: C, that is not a safeguard identified by the HIPAA rules
Incorrect: A, C, D
Feedback: Information on this topic can be found on powerpoint slide #5
Objective to which this item maps: Objective #2
4. Which are examples of biometric security measures? (choose all that apply)
a. *Fingerprint
b. *Retinal scan
c. RIFD chip
d. Blood samples
Correct: A,B – both are unique identifiers used in security systems
Incorrect: B- RFID chip is a proximity device. While in many ways, it is a biological “fingerprint”,  a blood samples is not routinely used for security
Feedback: Information on this topic can be found on powerpoint slide #6
Objective to which this item maps: Objective #2
5. A nurse using a Pyxis® medication dispensing system is given an option to scan his fingerprint for use in logging in. Which of the following is/are true about biometric identification ?
a. It violates his civil rights and puts his fingerprint in the CIA database
b. *It is a more secure identification method than a log in name
c. *It provides a unique unalterable identifier
d. It eliminates the need for any other security measure
Correct: B. C fingerprints are biometric security measures that are difficult to circumvent
Incorrect: A,D, most security systems require  more than one authentication method, and the fingerprint is used only locally on the system
Feedback: Information on this topic can be powerpoint slide #6
Objective to which this item maps: Objective #2
6. The nurse answers a phone call from her patient’s family member. The family member identifies himself as her patient’s 3rd cousin on his father’s side. The family member states, “I haven’t seen my cousin in years, but I heard he was in the hospital! Is it true he’s got hepatitis B?!”
What should the nurse do?
a. Tell the family member all the details of her patient’s condition, as he has identified himself as family
b. *Give no specific details and ask the patient directly what his wishes to share about his medical information and to whom
c. Tell the family member, “he’s great” and transfer the call to the patient
d. Ask the hospital ethics committee for guidance
Correct: B HIPAA states that if the person is a family member or is involved in the patient’s care or payment the provider is not required to have that person show proof of identity, however in this case, it’s difficult to be sure what the patient might want shared. If possible the provider should ask the patient what his specific wishes are.
Incorrect: A, C, D since it is not entirely clear who the family member is- or it appears the patient has asked the family member to be part of his care (“haven’t seen my cousin in years!”) the nurse should not share details of the patient’s condition.  The HIPAA rules apply to the physician also.
Feedback: Information on this topic can be found in: 
U.S. Department of Health & Human Services. (no date) Communicating with a Patient’s Family, Friends, or Others Involved in the Patient’s Care. 
USGovHHSOCR. (February 16, 2012) Communicating with Family, Friends, and Others Involved in Your Care retrieved July 9, 2013 from http://www.youtube.com/watch?v=om2IPAcADas&list=PLACD9536723837201
U.S. Department of Health & Human Services Office for Civil Rights (no date). Privacy, security, and electronic health records retrieved July 9, 2013 from http://www.hhs.gov/ocr/privacy/hipaa/understanding/consumers/privacy-security-electronic-records.pdf
Objective to which this item maps: Objective #3, #4, #5
7. A patient is demanding to see his medical record. The nurse tells him he should do the following (choose all that apply)
a. *Write down what information he wants and how he would like to receive 
b. *Expect it to take up to 60 days to receive the records
c. *In some limited circumstances, the provider may refuse to comply with the request, but must provide the reasons in writing
d. Forget about it. The chart is the hospital’s property
Feedback: Information on this topic can be found in:
American Nurses Association. (2013) ANA Health Information Technology Resource Toolkit for Nurses as Consumers, retrieved March 19, 2015 from http://www.nursingworld.org/DocumentVault/NewsAnnouncements/Health-Information-Technology-Resource-Toolkit.pdf
USGovHHSOCR. (March 28, 2012) Electronic Health Records: Privacy and Security retrieved July 9, 2013 from http://www.youtube.com/watch?v=SMUFa5amPKs&list=PLACD9536723837201
U.S. Department of Health & Human Services Office for Civil Rights (no date). Privacy, security, and electronic health records retrieved July 9, 2013 from http://www.hhs.gov/ocr/privacy/hipaa/understanding/consumers/privacy-security-electronic-records.pdf
Panchadsaram , P. (May 27 2013) TedMed talk: Empowering patients through information design retrieved July 9, 2013 from  http://www.youtube.com/watch?v=7Mv8UzJlUtw&feature=youtu.be
Objective to which this item maps: Objective #3,
8. A nurse has just received a diagnosis of lupus from her physician. Which of the following websites are most likely to offer reliable information?
a. *www.lupus.org
b. *www.mayoclinic.com/health/lupus/
c. http://lupus-breakthrough.com/
d. http://thedeliciousday.com/health/chelation-for-cancer-cure/
Correct: A, B Sites that use .org are usually not for profit and the Mayo Clinic is a well known and respected medical institution
Incorrect: C, D .com sites are generally commercial- and when going to these sites, the first thing the consumer sees is an ad for a product or cure, another sign the information might not be unbiased and reliable.
Feedback: Information on this topic can be found in: 
American Nurses Association. (2013) ANA Health Information Technology Resource Toolkit for Nurses as Consumers.
Objective to which this item maps: Objective #3


Led by Bellevue College, the Health eWorkforce Consortium was formed to elevate Health Information Technology workforce development locally and nationally and provide career paths into this promising field for veterans and others. The nine-college consortium includes Bellevue College, Bellingham Technical College, Clark College, Clover Park Technical College, Northern Virginia Community College, Pierce College, Renton Technical College, Spokane Community College, and Whatcom Community College. The Health Information and Management Systems Society (HIMSS) is also a primary partner.

This workforce solution is 100% funded by an $11.7m grant awarded by the U.S. Department of Labor's Employment and Training Administration.  The solution was created by the grantee and does not necessarily reflect the official position of the U.S. Department of Labor.  The Department of Labor makes no guarantees, warranties, or assurances of any kind, express or implied, with respect to such information, including any information on linked sites and including, but not limited to, accuracy of the information or its completeness, timeliness, usefulness, adequacy, continued availability or ownership.
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